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Preface

As part of ®PMKVY 2.8 it has been decided to implement common Biometric
Attendance System(BAS)in the Training Centers. The proposed system would enable a
student to register attendanceby simply presenting his/her biometric (finger print/Iris).
This event will be authenticated online after one to one match with the bio-metric
attributes stored in the UIDAI data baseagainstthe O O O A Addiaérdumber.

For implementing this project, the Training Centers need to follow a structured
approach in coordinating with different stakeholders. The purpose of this documentis
to serve as handbook for the Training Centers that are implementing Bio-metric

AttendanceSystemfor their students.

Targeted Audience

This document is intended for the Training Centersthat would like to implement Bio-
metric Attendance Systemfor PMKVY 2.0
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1. Background

As part of PMKVY 2.0it has been decided to implement common Biometric Attendance
System(BAS) inthe Training Centers The proposed system would enable an student to
register attendance by presenting his/her biometric (finger print/lris) which will be
authenticated online by doing one to one match with the bio-metric stored in the UIDAI

data baseagainstthe studentd Aadhaarnumber.

It is proposed that Training Centersshall use the common biometric attendance portal,
which is hosted at NIC data center and shall procure/maintain biometric attendance
terminals and desktop fingerprint scanning devices/IRIS devices in a decentralized
manner, through Open tenders, DGS&Drate contract & NICSIempanelled vendors. The
Training Centers shall also procure the required Wi-Fi Access points for enabling

network connectivity in the biometric attendanceterminals through DGS&Drate contract.
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1.1. Needfor BAS

The management of attendance of the students is a complex but necesary task.
Traditionally, attendance has been managedthrough registers where students mark their
attendanceupon arrival in the Centers However, supervision of this systemis difficult and

is also liable to incorrect information being entered into the system.

SeveralTraining Centershave implemented electronic attendancesystemsin recent times,
where the manual entries into the registers have been replaced by electronic-
attendance marked through smart-cards or biometric systems. These systems have
allowed easy compilation and scrutiny of attendance data leading to better supervision
and monitoring. However, such systemsare often stand-alone systemsand do not permit
easy sharing of attendance data across various levels within the system, except with the
officials authorized for monitoring the attendanceinformation. Suchsystemsare also often
implemented independently by various Training Centersleading to duplication of costand

effort.

Therefore, it would be more appropriate to develop and implement a centralized system
for monitoring attendance in various Training Centers Such system should leverage on
existing identity infrastructure created by Aadhaarwhich will result in cost, efficiency and

scalability advantages.
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1.2. Challengesfacedin curr ently implemented Attendance
System

Thecurrently implemented attendancemonitoring systemsfacethe following challenges:

Largely manual z register basedsystems
Electronic systemsare implemented in silos, not easyto monitor/ shareinformation
acrossvarious levels

1 Card-basedsystemsare liable to misuse or wrong entries by handing over cardsto
colleagues
Compilation and monitoring of attendancedatain standalonesystemsis difficult

1 Unavailability of attendancedetails in the public domain
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1.3. Proposed Solution

It is proposed to implement a common biometric basedattendance system acrossPMKVY

2.0 Training CentersThis systemis envisagedto havethe following features:

1 Cloud-based attendance software installed and operated from NIC National
DataCentre.

1 Dedicated secure connectivity will be provided between National Data Center
and UIDAI DataCenterby NICfor authentication

1 Centersusing the system will install biometric enabled terminals / devicesto
mark attendance;the number and location of required deviceswill be assessed
by the centers, the centers concerned will be responsible for day-to-day
maintenanceof the devices

1 Connectivity of terminals / deviceswill be establishedthrough Wi-Fi/GPRS
Customizedreporting formats for various levels of students will be developed
by UIDAI/NIC

1 Facility for centralized compilation and publication of attendance datain public

domainwill be provided asper requirements
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2. About Biometric Attendance System(BAS)

Training Centersare operating across different locations. The major challengeis to enable
and managethe attendance of the candidatesacrossvarious locations.

Presently, various Training Centers have deployed proprietary biometric attendance
solutions, which lack uniformity in technical architecture due to which these solutions
are difficult to scaleup andintegrate with eachother.

Aadhaar basedbiometric Authentication for the purpose of attendancewould ensure that
the attendance of all the students will be visible in real time on the common attendance

portal ensuring transparencyand accountability to bring efficiency.

2.1. Salient Features of cloud based BASsolution

Following featuresare envisagedfor CommonBio-metric attendanceSystem:

1  This Biometric Attendance System is based on Aadhaar Authentication
(Fingerprint and Iris BasedAuthentication).
It is an attendancesystemwith real time monitoring
The systemhascomprehensiveMIS

1  Thisis alightweight systemwhich does not requires any special hardware or
algorithm

1 It is compatible with multiple platforms (Windows, Android, etc.)andform
factors (Laptop, Desktopand Tablets, etc.)

i RobustSystem Selfsustainedfor small power cuts asit uses tabletsat the front
end.

1  Time taken to Record Attendanceis aslow as 1-2 Secondson Wi-Fi and 8-11
Secondon GPRYSIM)
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Systemis tightly integrated with the communication channelof SMS A user gets
3 - 3fto the systemsat various levels like after registration, on non-marking
of attendanceand other conditions to empower the usersof the system.

The Systemhas an in-built leave managementsystem wherein an student can
be marked OT 1l A A ébAhat the system recognizes him/her as on leave and
doesnot sendalate attendanceSMS.

The system maintenance is largely automated. Examples are: centralized
monitoring of devicesz through a dash-board, push-basedupdating of software
on devicesand PCsover the air, automatic fall back on SIM based connectivity
oncethe Wi-Fi connectivity goesdown and centralized scheduling of shut-down
of devicesduring out of office hours. The efforts are on to make the systemeven

smarter in future.

10
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2.2. Why BAS™Merits of the System

Hardware: The system is simple to deploy due to no hardware lock in or vendor
dependency.The hardware used for this system is neither specially manufactured nor is
basedon a technology patented by a particular company. This meansthat this system can

be installed on any tablet working on android operating system or any desktop personnel

computer or even a laptop working on windows platform .The system requires one STQC

certified Fingerprint/lris ScannerDevicethat follows the specifications of the UIDAI hasto

be attachedto the hostdevice.

Software: The client software for the biometric attendance systemhasbeenmadein house

by DEITYand is readily available. There are two separateversions of software availablefor
desktop PCs running windows and android basedtablets. All the supported biometric
devicesare integrated into the application. The software is a simple client application with
no special algorithms. Modification and incorporation of additional featuresin the software

is easy.

Connectivity: The system usesmultiple internet connectivity channelsand has an inbuilt

fallback mechanism. The biometric device works on any available connectivity that is

supported by the device on which the application is installed. The Tablet application uses

Wi-Fi as well as GPRSwith an auto switch mechanismto determine the best connectivity
option. The desktopapplication can be used over Wi-Fi, Ethernet or Data Card connectivity

option and Android tablet application canbe usedover Wi-Fi, GPRS/WCDMAptions.

11
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Accessibility : In order to make this system portable, it has been designed on a central
architecture. Every client system is connectedto the server in real time, the student data
resides on the central server and the changesare also madein the databaseof the central
server for any transaction at any client at any location. This means that students are not
restricted to mark attendance from a designated center or a location. There is a strong
client management and analysis system inbuilt which is capable of analyzing the

transaction data of the clients for any anomalies.

Scalability: The system hasbeen built with scalability in mind. Therefore any new center,
student or client can be on-boarded easily. The system can support practically unlimited

number of clients.

Security: There is a proper mechanism of registration of any new client or any piece of
hardware in the system before allowing it to be active to ensure safety of the system.
Aadhaar authentication is highly secure system of biometric authentication, which addsto
the security of the system. As the system uses this service, the sensitive biometric data
resides in the secure Central Identities Data Repository of UIDAI The biometric data
captured locally by client is securely communicatedto the UIDAI server for authentication

and not stored in the systemat any point of time.

Ease of Use: This is an extremely user friendly system where the students can do online
self-registration, update of their profile and details. The registered students also get SMS
Alerts on events of importance. This system can also monitor the health of attendance

terminals centrally which makesis easierfor the implementers to do maintenancework.

12
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2.3. High level Architecture

At a high level the overall solution would havetwo main components

A. Front End System

The Front End System(FES)or the attendancesystemwould be a device having hardware
and client attendanceapplication. The client attendancemodule in the idle state would wait
for user to enter his/her attendanceid through touch screenin caseof tablet basedclient
or keyboard input in caseof desktop basedclient. Thisattendanceid would usually be first
6 digits or last 6 digits of the Aadhaar number of the student. Oncethe attendanceid is
captured, the application would prompt user to provide the biometric data required for
Aadhaar online authentication. It would then create the request in accordancewith the
Aadhaar Authentication APl and send the request to the backend application at UIDAI
Centralldentity DataRepository (CIDR).

B. Back End System

The Back End Systemor attendance server would create Aadhaar Authentication request,
submit the request and receive the responsein accordancewith Aadhaar Authentication
API requirements. It will mark in/out attendance, attendance system activation/de -
activation and generate reports for the same. The picture below represents a high level

schematicdiagram of the Biometric attendancesystem.

Attendance

CIDR

Aadhaar Attendance AttendanceBack A Yes/ NO pal
tEndSy§Eem-°— End Respons
Attendance Necesary
Updates

Schematic diagram of BAS System

13
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Dedicated Leased Line

NIC AUAJ/ASA Server

UIDAI CIDR

Internet
WI-Fi/ Broadband
IGPRS

Internet
NICNET

Web Portal
(Dashboard
Reports
Console)

Reception Dgsk

User provide Attendance ID & Biometlrics

Figure 1: BAS Application Overview
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2.4. Comparison with Traditional bio-metric attendance systems

Aadhaar based attendance system has an edge over the other traditional biometric
attendance systemsin many respects. The traditional biometric systemsare not designed
for scaleasthe machinesgenerally store the biometric fingerprints locally. Thesesystems

have tobe connectedwith LAN cablesof the institutions network and cannot be monitored

from global locations due to the dependencyon the institutions connectivity ecosystems.

The cost involved in these traditional biometric systems are also quite high and one
terminal which can store 3000 to 10000 biometric fingerprints costs around Rs.13000 to
Rs. 25000.The traditional systems use terminals which authenticate biometric attributes
locally and then push data to a server. Another challenge is to getregistered in these
systemsas the user along with demographic details hasto get all fingers enrolled as well

which canhappenon theseterminals only.

Comparatively, this Aadhaar Enabled Biometric Attendance System needs only Aadhaar
number, basic demographic details and a photograph of the user at the time of user
registrations. This can be done by the student himself/herself by on simple web based
system. The biometric details are already available with the UIDAI which are then used for
authentication. Moreover, this systemensures unique users as the user registration is
stored on a central attendance server and Aadhaarensuresde-duplication through its 1: N
check mechanism.In this system,the Managementinformation Systemis accessiblefrom
any global location to anyone which is very useful in bringing transparency and
accountability to the entire system. This is a highly adaptable system with minimum cost
requirements. Any agencieswhich work in the public sector can easily get incorporated in
the system by setting up handheld devices which are nothing but a combination of an
android tablet, a fingerprint scanner enclosedin a frame. This setup costs extremely less
and the management information system does not require any resources or manual

intervention. This makesit ahighly costeffective sysem.

15
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Following activities havebeencompletedduring Phasel

1 A common biometric attendance portal viz. skill.attendance.gov.in has been
developed. The attendance portal is hostedin NIC data center. These centralized

back-end servers are common which will be used by all Training Centers for

biometric attendancesystem.

1 UIDAI team has developed back-end portal software and client side attendance
software.
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Way forward: Proposed plan of Action

It is proposedthat

Training Centers shall register on skill.attendance.gov.in portal for the
implementation of biometric attendance system. All the Training Centersshall use
the common back-end infrastructure installed at NICdatacenters.

First step towards using bio-metric attendance system will be to appoint a nodal
officer by each Training Center and register all their students on-line at
skill.attendance.gov.in This will undergo two steps of verification, first the
Aadhaar verification by UIDAI and second verification by the appointed nodal
officer. After that, the student will be able to mark his/her attendance from
biometric terminal to beinstalled atthe user location.

The Training Centers shall procure the wall mounted biometric attendance
terminals and desktop finger print devices in a decentralized manner from the
rate contract which will be finalized by DGS&D and alternatively, they could
alsoprocure thesedevicesthrough NICSI

The Training Centers shall provide connectivity from various telecom service
providers for connecting the bio-metric attendance terminals (GPRS/WiFi using
NICNET/Broadband/existing Internet) in adecentralizedmanner.

Training Centers shall make suitable provision for getting Client O! Ginjstdlled on

the software provided for wall mounted and desktop finger print devices.

The Training Centers shall be responsible for maintaining the devices installed in their

premises and will be responsible for smooth day-to-day functioning of the Bio-metric

Attendanceterminals.

17
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5. On-boarding guidelines

Training Centersinterested in using BASare required to follow processguidelinesfor

smooth switchover to the modern and futuristic BAS.

5.1. Ildentification of Nodal Officer

To facilitate the implementation and thereafter operate the Biometric attendancesystem, it
is desired that the Ministry/Department shall nominate a Nodal Officer not below the rank
of Joint Secretaryfor acting as a Single Point of Contact (SPoC)for driving the Bio-metric

attendanceinitiative. The Nodal Officer shall be responsiblefor:

1 Monitoring and co-coordinating with the stakeholdersfor smooth functioning of the
Bio-metric attendancesystem

1 Providing update facility for biometric updating in case of poor bio-metric capture
during enrolment process and in caseswhere there are failures in detecting the
fingerprints by organizing Aadhaarcamps.

1 Organizing special Aadhaar Enrolment Camps(AECSs),if considerable numbers of
students are not able to register on the portal due to non-availability of Aadhaar
numbers.

1 Aadhaarnumber generationfor the enrolments donein the AECs
e-Aadhaaraccess

BestFinger Detectionand other Aadhaarrelated issues

The agenciesmay use the format placed at Appendix O !fd¥ capturing the details of the

Training Centeraswell asNodal Officer.

18
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5.2. Registration of Organization

The Training Centers are required to register online (once) on the portal for using

skill.attendance.gov.in by giving number of students and their existing website name.

Once the registration of the Training Centeris complete, the Training Centerwill be listed
in the portal for the enrolment of the students and generation of various types of reports
pertaining to the Training Center. The steps for on-boarding Training Center in the

attendance portal canbe found in AppendixO" 8 8

5.3. Registration of Students

Once the Training Center is registered with the attendance portal, students of the
Training Centerare required to do online registration on skill.attendance.gov.inportal for
enabling them to mark attendance.The students needto fill an online form using the link
data goesto the quality check team of UIDAI/Nodal Officer of the Training Center for
verification. After the approval from the nodal officer, the student becomesactive in the
attendance portal and can mark its attendance through the devicesinstalled. The details
are required for on boarding of students in the attendance portal can be found in
AppendixO# 6 8

19
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5.4. Aadhaar Enrolment

One of the mandatory requirements for registering on the common bio-metric attendance
system is a valid Aadhaar Number of the students for enabling him/her to mark
attendance. In order to facilitate the BAS implementation, UIDAI can organize Aadhaar
Enrolment Camps (AECs) for all such students, who do not possessAadhaar numbers.
UIDAI shall also extend its support for the students who have already enrolled but have
not yet receivedtheir Aadhaar,or havelost their Aadhaar,or for those who needto update

their Aadhaardata.

5.5. E-Aadhaar access

To enable downloading of the Aadhaar for the students who have enrolled but have not
yet received their Aadhaar,or have lost their Aadhaaror did not received Aadhaar due to
any reasonwhatsoever, UIDAI may provide accessto e-Aadhaarfacility to HoDsof the NIC
deputed in various Ministries/Departments. The Training Centerscan get in touch with

their respective HoDsof NICto getthe student® Aadhaardownloaded.

5.6. BestFinger Detection (BFD)

In order to increasethe chancesof the Aadhaar Authentication while marking attendance,
UIDAI has also extended the facility of Best Finger Detection (BFD). Those students,
who are facing frequent authentication failures while marking attendance, can get their
best finger identified from the device After identification of the Best Finger, the
student can use the identified best finger for marking attendance with an increased

chance of succesdor AadhaarAuthentication.

20
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5.7. Biometric Terminals (Devices)

Asillustrated in the high level overview of the system it is mandatory to have devicesaka
biometric terminals installed for the purpose of attendance punching. Thesedevicesact as
an interface for the end user to punch his attendancein the system,which in turn interacts

with various! 0 )tdBrédord the eventin the central database.

The Biometric terminals maytypically usethe following components:

(Specificationmentioned in Appendix® $ 8

a. Tabletz machineswith the capability to run the BASclient software.

b. Desktop z PCor laptops running Windows 7/8 can also be usedto run the BAS
software.

c. Fingerprint reader z these refer to the biometric fingerprint reader devices
which capture the fingerprints of the user.

d. Iris scannerz these are usedto capture the IRIS image of the user and do iris

authentication

The biometric terminals can be setup using either of the above combinations, typical setup

usedis:

i. Tablet setup - the wall mounted devices usedn phasel are Android OSrunning
tablets, with either finger print reader or iris scanner together housed in a
cabinet to present an integrated device feel. The BAS software for android is
readily available for download from the portal. Since network connectivity is
mandatory for working these tablet devicesare connectedthrough Wi-Fi access
points and are also equipped with a 2G sim card for GPRSconnectivity for

network failover support.

21
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Desktop setup - normal PCson which the BASwindows version application can
be run and the finger print or iris scanner are attached through usb ports are
also being used to mark the attendance. The PCsare generally connected
through the Office LAN network and alternatively dialup or broad band
connections can be used for network connectivity. The fingerprint and iris
scannersare readily available with drivers for windows platform, use of Office
PCscan be the shortest route to get started with BASasthe requirement would

be procurement of biometric scannerdevices.

22
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5.8. Procurement of Devices

The Training Centers who need additional devices, can procure the wall mounted bio-
metric attendance terminals, desktop finger print and iris scanning devicesthrough the

following methods:

a. NICSI - devicesare readily available for procurement through the empanelled
vendors

b. DGS&D- rate contracts have been finalized

DGS&D has been requested to empanel more vendors for supplying the devices
required for installing bio-metric attendance system using common back-end infra-

structure at NICdata centers.

The Training Centers will have the option of selection of following devices for

implementing BAS.

1. Integrated Attendance Device (IAD) z Type 1: These are Android Tablet based
devicesintegrated with Single STQCcertified Fingerprint (FP) scanner.Both the Tablet
and FP device are then housedin rugged casing so that the Integrated Attendance
Device could be suitably mounted on the wall as single unit. The specification of the

Type-1 devicesis mentioned atserial 1 of the table provided in appendixO $ & 8

23
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2. Integrated Attendance Device (IAD) z Type 2: Theseare the devicesmanufactured as
a Single Unit with a capability of punching attendance number as well as scanning
fingerprint for recording attendance. The specification of the Type-2 devices is

mentioned at serial 2 of the table provided in appendixO $ & 8

Note: the Bio-metric attendance systemis to be implement using wall mounted devicesfor
the students at large. However, for senior level officers or in a section,there is provision of
installing Bio-metric attendance system using USBbasedfinger print scanning device/IRIS

with aWindows 7/8 DesktopPC.

It is estimated that for every 50 students, one wall mounted bio-metric attendance
terminal would be sufficient and for every 20 students one finger print scanning device
on a desktop would be sufficient. Therefore, the total requirement of wall mounted
biometric terminals aswell asdesktop devicescould be estimated basedon total number of
students in the department. However, depending upon the on-ground circumstances,the
Training Centers can procure additional number of devices, if required, for smooth
implementing BAS.The indicative specifications of the devicesrequired for the installation

of the BAScanbe found in AppendixO $ 8 8

5.9. Procurement of Connectivity

Biometric attendanceterminals installed at client locations would need Wi-Fi connectivity
through Internet/NICNET for communicating wit h the back-end attendance servers, which
are installed at NIC data centers. The Training Centers would need to procure
connectivity (GPRS/WiFi using NICNET/Broadband/Internet) from suitable service

providers.

A minimum 1mbps of bandwidth connectivity would be required for proper functioning

of Biometric attendanceterminals.

The agenciesmay use the format placed at Appendix O %d capturing the connectivity

requirements.
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5.10. Site Identification and Preparation

The wall mounted biometric terminals aréte be preferably placed at the entry/exit points
with 24 hours security for enabling easy accessto the students for marking attendance.
The Training Centers registering shall ensure the locations identified for installing

biometric attendanceterminals should havethe following: -

220V/5A Electrical points
Suitablesecurity within the premises
Protection from environmental conditions like rain, sun, etc.

LAN point for connecting Wi-Fi accesslevices

= =2 =/ 4 -

Gooddata connectivity through GPRS/3Gasabackup connectivity

The agenciesmay usethe format placedat Appendix O o6 capturing the site requirements.

5.11. Installation of Devices

The Training Centers shall take up the installation, commissioning and maintenance of
the Biometric attendance terminals in their premises with the help of vendors who are
empanelled with DG S&D. UIDAI, NIC and DeitY shall extend all technical support for

integrating back-end infrastructure.

5.12. Operations & Maintenance

The Training Centers shall be responsible for maintenance of the devices installed in
their premises. The agencieswill also be responsible for taking suitable on-site warranty

support for smooth functioning of BAS.
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Organization Type

[ ] State PSU [] NGO [] Trust [] Others

Organization Name

Address

District

State

IT Coordinator
Name/ Mobile

IT Coordinator e -Mail

Website

No. Of Employees

Office Timings

Nodal Officer Name

Aadhaar No.

Designation

Mobile

E-Mail

[ ] We agree to abide by the policy decisions of Govt. of Ifmliavailingthe software services
and infrastructural facilities providefbr Aadhaar Enabled Biometric Attendance SysteWe
agreeto payfor the aboveaccording to the policyn force failing which, the services may be

withdrawn.

Name & Designation (with stamp)

Head of Sponsoring Govt. Dept.

Date:

Date

Name & Designation (with stamp)

HOD with Signature & Seal

26
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Appendix O !z Application format for Organization On-boarding
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Appendix O "z 8tepsfor on-boarding an Organization in the
attendance portal

1. Selectthe®/ OCAT E A & B 6 OibkArttielatterddanceportal

2. Fill the downloadedform with the required information and getit signedby the Headof
the organization/department, with the organization stamp/seal.

3. Scanthe filled, signed & stamped form and saveit in ".jpg" format of max file size 200
Kb.Thescannedfile hasto be uploadedin the online form in the attendanceportal.

4. Stepsto fill the online form in the attendanceportal

o Selectthe name of your organization. If the organization name doesnot show
than pleasegetin touch with the Attendancehelp desk.

o Enterthe communication addressof the organization

o Selectthe state (asapplicable)

o Enterthe Mobile number of IT coordinator

o Enter the email addressof IT coordinator

o Enterthe nameof the nodal officer

o Providethe Aadhaarnumber of the nodal officer

o Enterthe designationof the nodal officer

o Enterthe Mobile number of the nodal officer

o Selectthe scannedfile which you needto upload with the form
5. Reviewthe form for any changesbefore submission.

Note:

a. After submitting the form, a One Time Password (OTP) will be sent to the nodal
officer email and mobile, to verify the form data submitted.

b. After your requestis processedyou will receivean email with your accountdetails.

c. If your Training Center does not feature in the list, please get in touch with

the Attendancehelpdeskathelpdesk -attendance@gov.in.
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Appendix O # Details required for registration of candidates in

Attendance portal

9.

Enter Full Name.

Enter Dateof Birth (format DD-MM-YYYY)
SelectGender.

Pleaseprovide 12 digit Aadhaarnumber
Enter Email. And 10 digit Mobile Number.

Selectthe name of Organization. If the organization does not list, please get in touch
with Organization'sNodal Officerto getyour organization listed.

. SelectStudentType

Enter the name of Division/Unit within the Organization (you can choose from
suggesions)

SelectDesignation

10. Selectoffice location.(e.g.your office building name)

11. Uploadscanned/digital picture in ".jpg" format of maxfile size 150KB.

12. Pleaseenter the captchacode.

13. Pleasereview the form before submission.

Note:

If Training Centerdoesnot feature in the Training Centerlist, pleaseget in touch with
your Nodal officer for getting the Training Centeron-boardedin the Attendancesystem.

If any of the pre-requisite information is not availablein the form (select options only),
please get in touch with the concerned officer in your department to get the details
updated.

For any other assistanceplease get in touch with the Attendance Helpdesk at helpdesk-

attendance@gov.in.
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Appendix O & éndicative specifications of the Devicesto be used

in BAS
S.NO. ITEM SPECIFICATIONS

1. Integrated 1 Specifications of Android Tablet same as those given for Item
Attendance No.3
Device Type 1 - 1 Specifications for Single Fingerprint Scanner Device same as
Integrated those given for Item No. 4 (STQCCertificate for the integrated
Android Tablet bio-metric device must be submitted)
and Single T Android Tablet and Single Fingerprint Scanner should be
Fingerprint integrated in arugged casing.

Scanner Device The Rugged Casingshould comply with the following:

Housed in . 1 The casing should be made of inflexible, solid material and can

Rugged Casing be of polycarbonate / thick plastic / acrylic / other tough
material.

T It should be of black color and should have a glossy/ matte
finish

T Acrylic casingsmust haveathicknessof at least5 mm.

9 Casingshould be durable and should be able to withstand rough
daily operational usage.

1 The casing should not suffer any damageor disfiguration on
being dropped from aheight of up to 2 meters

i Tablet should be vertically oriented in the casing. This is
important becausethe attendance application to be deployed is
designedto run in vertical mode only.

1 The casing should be designedto cover/hide the android task
bar of the tablet. This is required to prevent misuse of any other
functionality of the tablet.

1 The casing should have provision to accessthe power/reset
button of the tablet. The accessshould be easy but controlled.
The vendor thus should make arrangements to provide an
external tool to perform the power on/off and/or reset function
of the tablet through the casing.

1 The fingerprint scanner should be ergonomically placed to
support ease of usage for biometric attendance in standing
posture of the users.

2. Integrated An integrated device for recoding biometric attendancewith STQC
Attendance certified fingerprint sensor meeting following configurations /
Device Type 2 - requirements
Integrated 9 Display z At least 4 inch display with a minimum of 800x480
Attendance pixel resolution, 16 M Colors
Device I Processor 1.0 GHzor above




S.NO.

ITEM

Manufactured as
a Single Unit
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SPECIFICATIONS
RAM 512 MB or above
Hard Key/ SoftKeyNumeric keypad
Internal Storage 4GBor above
Expandablestoragethrough micro SD,minimum 8 GB

USB Port- Minimum one available USB host port to support
application loading/ configurations/ full functional keyboard

Devicemust comewith connector cablesto allow connection of
the deviceto Micro USBand StandardUSBports

Internal Speakers
GSMSIMcard slot

Inbuilt replaceable battery with min. battery backup of up to
120 minutes

Charging/ operation on AC 100 -240 volt range with inbuilt
surge protection

Biometric sensor/extractor

STQC certified fingerprint sensor/extractor for Aadhaar
authentication (STQC Certificate for the integrated bio-metric
device must be submitted)

SDKfor fingerprint device

The fingerprint scanner should be ergonomically placed to
support ease of usage for biometric attendance in standing
posture of the users

Connectivity Requirements

Mandatory Edge/ 3Gmobile data support

Wi-Fi IEEE802.11b/g/n ORLAN (Ethernet) interface ORBoth
Strength,safety andoperating environment

Shouldbe ableto withstand 1 m drop test

Operating temp: 0°Cto 50°C

Storagenot including battery: 0°Cto 55°C
CEcertification/ RoHScertification

SARvalueswithin acceptablerange

Operating system / software requirements

Android 4.0 Operating System orabove
Sampleapplication to test fingerpri nt sensor/extractor

Vendor has to provide all necessary technical support for
integration of their device drivers with the attendance software
and associatedUIDAI applications.

3.

Android Tablet
with 7 inch

Processor 1.0 GHzor above
RAM- 512 MB or above
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SPECIFICATIONS
Internal Storage 4GBor above
Expandablestoragethrough micro SD,minimum 8 GB

USB Port- Minimum one Micro USB port and an optional
additional USBPort

USBport should provide power supply to biometric device and
support USBOTG.

Front facing Camea with VGAresolution
Internal Speakers

resolution or above,16 M Colors
GSMSIMcard slot

Min. Battery backupup to 120 minutes
SARvalueswithin acceptablerange

Separatecharging non-usb port with AC adapter 200-240 volt
range

Micro USBhost cable

Connectivity Requirements

Mandatory Edge/ 3Gmobile data support

Wi-Fi IEEEB02.11b/g/n ORLAN (Ethernet) interface ORBoth
Software Requirements

Android 4.0 Operating System orAbove

Safetyand other standards compliance z CEcertification/ RoHS
certification

Full featured Web Browser

Application to be deployed on android tablet will require rooted
Android OS

Vendor has to provide all necessary technical support for
integration of their device drivers with the attendance software
and associatedUIDAI attendanceapplications.

Single
Fingerprint
Scanner Device
for use with
Android Tablet

STQCcertified Single Finger-print biometric device for Aadhaar
Authentication with driver, in-built template extractor
software/SDK (mandatorily with license, if required) (STQC
Certificate for the device must be submitted)

API/SDKfor Android (4.0 and above) platform.
Device should be plug and play with any android (4.0 and

above) tablet without need of any additional license to be
deployed.

The device should have integrated micro USBor standard USB
type connector.

Devicemust comewith connector cablesto allow connection of
the deviceto Micro USBand StandardUSBports
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S.NO.

ITEM

SPECIFICATIONS

Vendor has to provide all necessary technical support for
integration of their device drivers with the attendance software
and associatedUIDAI applications.

Fingerprint
Scanner Device
for use with
Desktop

STQCcertified single finger-print biometric device for Aadhaar
Authentication and extractor software/SDK (STQC Certificate
must be submitted)

API/SDKfor Windows (7.0 and above) platform.

Device should be plug and play with any Windows (7.0 and
above)without needof any additional licenseto be deployed.

Thedeviceshould haveintegrated USB2.0type connector.

Devicemust come with connector cablesto allow connection of
the deviceto Micro USBand StandardUSBports

Vendor has to provide all necessary technical support for
integration of their device drivers with the attendance software
and associatedUIDAI applications.

Iris
Authentication
Device for use
with Desktop

STQC certified Iris authentication device for Aadhaar
Authentication and extractor software/SDK (STQC Certificate
must be submitted)

API/SDK for Windows (7.0 and above) platform and Android
(4.0 or above) Operating System

Device should be plug and play with any Windows (7.0 and
above) and Android (4.0 and above) without need of any
additional licenseto be deployed

The device should haveintegrated USB2.0type connector.

Devicemust come with connector cablesto allow connection of
the deviceto Micro USBand StandardUSBports

Sample application for Windows and Android platform to test
Iris sensor/extractor

Vendor has to provide all necessary technical support for
integration of their device drivers with the attendance software
and associatedUIDAI applications.
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Appendix O % Bormat for Connectivity Requirement

S.No Training Address or the Is LAN point If (3) isNothen | If(4)isO. |
Center / location identifier available at the CanWi-Fi be then aLAN
Location Name (such asentry point where placed using I/O point is
fexit device is to be nearby LAN required to
number/floor installed point in the be installed
etc.) where the (Yes/ No) location (Yes/No)
device would be (Yes/ No)
installed
(2) 3) 4) (5)
1
2
3
Appendix O & Bormat for Site Requirements
S.No Training Address or the Do electrical power If (4) is O . théh an
Center / location identifier point available at the electrical point
Location Name (such asentry /exit point where device is (220V/5A)point  is
number /floor etc.) to be installed required to be
where the device (Yes/ No) installed
would be installed (Yes/No)
2) 3 (©)
1
2




